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1	Decision/action requested
The group is asked to discuss and agree on the proposal.
2	References
[1]	3GPP TR 28.828: "Charging management; Study on charging aspects for enhanced support of non-public networks".
3	Rationale
This pCR proposes to introduce non-public networks functionality and architecture to TR 28.828 [1].
4	Detailed proposal
The following changes are proposed to be incorporated into TR 28.828.
	First change


4.x	Non-public networks functionality and architecture
4.x.1	Stand-alone Non-Public Network (SNPN)
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3 TS 23.501[2], the architecture for 5GC with untrusted non-3GPP access (Figure 4.x.1-1) for access to SNPN services via a PLMN (and vice versa).


Figure 4.x.1-1: Non-roaming architecture for 5G Core Network with untrusted non-3GPP access
To access SNPN services, a UE that has successfully registered with a PLMN over 3GPP access may perform another registration via the PLMN User Plane with an SNPN (using the credentials of that SNPN). In order to obtain access to Non-Public Network services when the UE is camping in NG-RAN of a PLMN, the UE obtains IP connectivity, discovers and establishes connectivity to an N3IWF in the Stand-alone Non-Public Network. The architecture for access to SNPN services via PLMN is depicted in Figure 4.x.1-2.


Figure 4.x.1-2: Access to Stand-alone Non-Public Network services via PLMN
To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN User Plane with a PLMN (using the credentials of that PLMN). In order to obtain access to PLMN services when the UE is camping in NG-RAN of Stand-alone Non-Public Network, the UE obtains IP connectivity, discovers and establishes connectivity to an N3IWF in the PLMN. The architecture for access to PLMN services via SNPN is depicted in Figure 4.x.1-3.


Figure 4.x.1-3: Access to PLMN services via Stand-alone Non-Public Network
4.x.2	Public Network Integrated NPN (PNI-NPN)
Public Network Integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. When a PNI-NPN is made available via a PLMN, then the UE shall have a subscription for the PLMN in order to access PNI-NPN.
A Closed Access Group (CAG) identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. CAG is used for the PNI-NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated CAG cell(s).
[bookmark: _GoBack]
	End of changes
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